


II. LITERATURE SURVEY 

Tien Anh [1] did a research and analysis on different things 
here but they took four main dimensions like distributed ledger, 

cryptography, smart contracts and consensus protocol. They 
also represented the BlockBench, which is a framework for 

understanding the performances of private blockchains over the 
data processing workloads. Here they mainly evaluated 

Ethereum, Parity and also Hyperledger Fabric. They wanted to 

connect blockchain directly to the database using some 
interfaces like IWorkloadConnector interface. Here they also 

deploy the smart contract applications, invoking sending a 
transaction, and also for querying the blockchain states. The 

main aim of this paper is to bring blockchain performances 
closer to the principles of database system, 

Basit Shahzad [2] worked to provide security to the voting 

data by effective hashing techniques. Concepts like block 
creation and block sealing are initiated in this paper. Here voter 

needs to register first then they check whether the voter 
duplicate one or not if voter is valid one then their registration 

will be done then election commission verify voter and allow 
then to vote. A data is maintained by election commission in 

which votes will be stored. The votes from each polling station 

are verified whether they are any duplicate/error votes if the 
votes are valid ones, the process is done using a blockchain 

technology then the data is tabulated and sent to election 
commission then they will declare. Here Merkle tree has 

maintained the records like distribution blocks and the degree 
of their decomposition. The actual polling process which is 

used on polling day, should able to include both physical and 
logical verification of the voter, based on availability of 

verification system available during polling data. 

Shuai Wang [3] discussed about smart contracts and how 
they are used, applications of smart contract, architecture and 

how it can be used in future. Smart contracts can be found in 
different applications like IoT (Internet of Things). They 

discussed the Ethereum network and Hyperledger Fabric 
transactional workflow. Here they also have done basic 

research on smart contract frameworks to know how it is 

working in different layers. They considered layers like 
infrastructure layer, contracts layer, operations layer, 

intelligence layer, manifestations layer, application layer. 
These all are worthless because the proposed framework is just 

an ideal framework. The proposed frameworks and all in  this 
paper are used only for the researchers and practitioners to get 

an idea. These frameworks can be used in research and also 

any possible developments in present trends. 

Zheng [4] designed and developed a platform called 

NutBasS. This NutBaaS is a service which provides blockchain 
service in different environments like cloud computing and 

network deployment, system monitoring, smart contracts 
analysis and testing also provided.  This Baas means 

Blockchain-as-a-service it is a combination of cloud computing 

and blockchain. BaaS main aim is to offer and allow users that 
they can build cloud-based solutions, host and manage their 

blockchain applications, functions on blockchain and also 
smart contracts. This is mainly useful to reduce deployment 

cost and also this simplifies the process. It is similar to 
Platform-as-a-service (PaaS). This NutBaaS has four layers 

Resource layer, Service layer, Application layer, Business 

layer. In this Resource layer is the important layer and it is also 
called as Service Layer. By these services, some applications 

can be constructed such as Dapps and also some general 
solutions related to industries at the application layer. 

Application layer mainly helps people to find quick solutions 
to their problems or applications. 

As mentioned above also some other researchers have been 

working on this platform for important applications like voting 
systems, educational certificates, RTO documents. Table 1 

shows a summary of related works. Our proposed system has 
tested by considering issue the certain number of certificates 

(n) by each health care center. This approach has been 
discussing in the following section. 

Table 1. Related work Summary 

Author Supports 

Regulatory 

Authority 

Blockchain  

Technology 

Certificate 

Revoke 

Immut

able 

Prateek 

Pandey [5] 

No Bit Coin No Yes 

Shuai 

Wang [7] 

No Bit Coin Partial Yes 

Xuguang 

Wu [8] 

No Bit Coin No Yes 

Edvard 

Tijan [9] 

No Bit Coin No Yes 

Conti, M 

[10] 

Yes Ark No Yes 

K. 

Lakshmi 

Priya [11] 

No Ethereum No Yes 

Proposed 

Model 

Yes Ethereum Yes Yes 

 

III. PROPOSED SYSTEM 

Medical certificates are precious assets as they form 

evidence for one's health as well as birth or death identity and 
eligibility. Fraud in issuance and verification of medical 

certificates has been a long standing issue in Medical 
community. Due to lack of anti-forgery mechanisms there has 

been substantial increase in fraudulent certificates. The need of 

the hour is to have a transparent and reliable model for issuing 
and verifying medical certificates to eliminate fraud in the 

process. Decentralized, Auditable and Tamper-proof properties 
of Blockchain makes it possibly the best choice for issuing and 

verifying medical certificates  [12]. In this work a model is 
proposed, where regulatory body authorizes hospitals for 

issuing medical certificates to patients in a decentralized way. 
Anyone in the world can verify the authenticity of the 

certificate by triggering appropriate smart contract functions, 

thus eliminating any possibility of fraud in the process . 
Important roles of this approach are  
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Fig 4. Block creation with Gas Used 

   Fig 5. Block Transaction with Gas Used 

Fig 6 Contracts hash value while creation 
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